Spot a Bogus Scammer Email

To identify a fake email, look for these telltale signs:

O A fishy email address. If it looks overly long or
otherwise clearly is not associated with your credit card
issuer, then delete.

CIA generic salutation. Does the email begin with
“Dear Customer” and appear to know very little about
you? Most legitimate emails include the last four digits
of your credit card number.

CIA suspicious link to your account. Never dlick on
a link in an email —it's safer to just go to your account
login manually using a bookmark or type the URL. If
you have any questions about your card, always call the
800-number on the back.




